|  |  |  |  |
| --- | --- | --- | --- |
| Номер УБИ | Наименование УБИ | Категория нарушителя и его возможности | Нарушенное свойство информации |
| УБИ.006 | Угроза внедрения кода или данных | Внешний нарушитель с низким потенциалом | К, Ц, Д |
| УБИ.008 | Угроза восстановления и/или повторного использования  аутентификационной информации | Внешний нарушитель с низким потенциалом  Внутренний нарушитель с низким потенциалом | К |
| УБИ.030 | Угроза использования информации идентификации/аутентификации, заданной по умолчанию | Внутренний нарушитель с низким потенциалом  Внешний нарушитель со средним потенциалом | К, Ц, Д |
| УБИ.038 | Угроза исчерпания вычислительных ресурсов хранилища больших данных | Внутренний нарушитель с низким потенциалом | Д |
| УБИ.060 | Угроза неконтролируемого уничтожения информации  хранилищем больших данных | Внутренний нарушитель с низким потенциалом | Ц, Д |
| УБИ.067 | Угроза неправомерного ознакомления с  защищаемой информацией | Внутренний нарушитель с низким потенциалом | К |
| УБИ.074 | Угроза несанкционированного доступа к аутентификационной информации | Внешний нарушитель с низким потенциалом Внутренний нарушитель с низким потенциалом | К |

|  |  |  |  |
| --- | --- | --- | --- |
| УБИ.086 | Угроза несанкционированного изменения аутентификационной информации | Внешний нарушитель с низким потенциалом  Внутренний нарушитель с низким потенциалом | Ц, Д |
| УБИ.088 | Угроза несанкционированного копирования защищаемой информации | Внешний нарушитель с низким потенциалом  Внутренний нарушитель с низким потенциалом | К |
| УБИ.091 | Угроза несанкционированного удаления  защищаемой информации | Внешний нарушитель с низким потенциалом  Внутренний нарушитель с низким потенциалом | Д |
| УБИ.098 | Угроза обнаружения открытых портов и  идентификации при-  вязанных к ним сетевых служб | Внешний нарушитель с низким потенциалом | К |
| УБИ.109 | Угроза перебора всех настроек и параметров приложения | Внешний нарушитель со средним потенциалом  Внутренний нарушитель со средним потенциалом | Ц, Д |
| УБИ.127 | Угроза подмены действия пользователя путём обмана | Внешний нарушитель со средним потенциалом | К, Ц, Д |
| УБИ.139 | Угроза преодоления физической защиты | Внешний нарушитель со средним потенциалом | К, Ц, Д |
| УБИ.140 | Угроза приведения системы в состояние  «отказ в обслуживании» | Внешний нарушитель с низким потенциалом  Внутренний нарушитель с низким потенциалом | Д |
| УБИ.157 | Угроза физического выведения из строя средств хранения, обработки и (или)  ввода/вывода/передачи информации | Внешний нарушитель с низким потенциалом | Ц, Д |
| УБИ.165 | Угроза включения в проект не достоверно испытанных компонентов | Внутренний нарушитель со средним потенциалом | К, Ц, Д |
| УБИ.167 | Угроза заражения компьютера при посещении неблагонадёжных сайтов | Внутренний нарушитель с низким потенциалом | К, Ц, Д |
| УБИ.169 | Угроза наличия механизмов разработчика | Внутренний нарушитель со средним потенциалом | К, Ц, Д |
| УБИ.175 | Угроза «фишинга» | Внешний нарушитель с низким потенциалом | К |
| УБИ.179 | Угроза несанкционированной модификации защищаемой информации | Внешний нарушитель с низким потенциалом  Внутренний нарушитель с низким потенциалом | Ц |
| УБИ.180 | Угроза отказа подсистемы обеспечения  температурного режима | Внутренний нарушитель с низким потенциалом  Внешний нарушитель со средним потенциалом | Д |
| УБИ.201 | Угроза утечки пользовательских данных при использовании функций автоматического заполнения  аутентификационной  информации в браузере | Внешний нарушитель со средним потенциалом | К |
| УБИ.203 | Угроза утечки информации с неподключенных к сети  Интернет компьютеров | Внутренний нарушитель со средним потенциалом | К |